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1 About this guide

The DHIS 2 documentation is a collective effort and has been developed by the development team and users. While the guide strives to be complete, there may be certain functionalities which have been omitted or which have yet to be documented. This section explains some of the conventions which are used throughout the document.

DHIS 2 is a browser-based application. In many cases, screenshots have been included for enhanced clarity. Shortcuts to various functionalities are displayed such as Data element > Data element group. The “>” symbol indicates that you should click Data element and then click Data element group in the user interface.

Different styles of text have been used to highlight important parts of the text or particular types of text, such as source code. Each of the conventions used in the document are explained below.

Note
A note contains additional information which should be considered or a reference to more information which may be helpful.

Tip
A tip can be a useful piece of advice, such as how to perform a particular task more efficiently.

Important
Important information should not be ignored, and usually indicates something which is required by the application.

Caution
Information contained in these sections should be carefully considered, and if not heeded, could result in unexpected results in analysis, performance, or functionality.

Warning
Information contained in these sections, if not heeded, could result in permanent data loss or affect the overall usability of the system.

Complete
Information contained in these sections, will indicate that these are issues that have been fully implemented.

Incomplete
Information contained in these sections, will indicate that these are issues that are not implemented and will be ignored.

N/A Not_applicable
Program listings usually contain some type of computer code. They will be displayed with a shaded background and a different font.

Commands will be displayed in bold text, and represent a command which would need to be executed on the operating system or database.

Links to external web sites or cross references will be displayed in blue text, and underlined like this.
2 Considerations

In this document the terms MDM and EMM will be used interchangeably. This is not entirely accurate, but is done to help simplify the document. An MDM per se does not consider the deployment of applications while a EMM involves many more options that are not in the scope of this document. Therefore it can be said that this document covers somewhere in between these two concepts.

2.1 Why an MDM for DHIS2?

Mobile Device Management refers to software used for the administration of mobile devices. You will most probably want to use an MDM software when you have to support hundreds of devices and it becomes necessary to control the DHIS2 Application distribution across the devices, provide tech support and enforce institutional policies.

For example, if you have a project where 1000 Android devices are going to be used in a distributed way (community workers) using mobile data to send the information to the central DHIS2 server, having an MDM could help you by:

- Being able to update whenever you want the DHIS2 Android application when a new version is released. Notice that by default the devices might be configured to auto-update or you might need to request the manual update from the user. An MDM gives you the possibility to choose if you want to update the devices at that point or you rather waiting (for example until you have given a training explaining the new options of the application).
- Locate and track the devices in case they are lost or to remotely wipe them in case they might contain sensitive information. Although the DHIS2 Android application already includes security measures if the phones are used to collect some pictures out of the application (for example of the individuals, medical reports, etc) it can present a privacy/security risk.
- Disable the usage of the mobile data for any application except DHIS2 Android application, or disable the possibility to use the Wireless Hotspot so the data bundles purchased by the project are only consumed for DHIS2.

2.2 How does an MDM work?

This section explains really briefly how an MDM/EMM works and how it might impact the current infrastructure of a DHIS2 implementation.
In an implementation without an MDM the devices communicate uniquely and directly with the DHIS2 server as shown in the image below.

**Standard communication process between DHIS 2 Android APP and DHIS 2 server**

Adding an MDM will impact the infrastructure as a new server will be added. This server can be either on premises (when the solution supports it) or on the cloud. Although it is not recommended in really specific cases (small deployments or budget constraints) the server used for hosting DHIS2 could also be used so that only one server would be needed.

Adding an MDM also requires adding the position of MDM manager, meaning that a person needs to be assigned to set up and manage this MDM. This manager implements the specific configuration on the MDM server and might need to configure the mobile devices.
MDM is added to the infrastructure

The configuration implemented in the MDM server is retrieved by the devices, this implies applying specific policies to the devices that might restrict the way the device can be used. It can also allow remote tracking or wiping of the device if needed.
Devices now communicate with two different servers: DHIS 2 and MDM

The image below presents these steps combined in a single chart.
Communications in a DHIS 2 implementation with MDM
3 Choosing an MDM/EMM

When deciding which MDM solution to choose it is important to define which set of features will be considered as required and which ones as nice to have. This can vary a lot between implementations; however, we have identified some features as mandatory in the list below due to the nature of DHIS2. While this can be reviewed depending on the implementation, these should be considered as our recommendation.

See Annex A - Mobile Device Management for further details.

Required features and their reason:

- **Android as supported platform:**
  
  This might seem obvious but some MDM solutions are aimed at other types of devices like iOS or Windows. At the moment the DHIS2 Android App is only compatible with Android devices, and it supports from version 4.4 (not recommended) and above (we recommend from version 7).

- **Application(s) distribution management:**
  
  DHIS2 implementations need to test and train users before releasing a new App version. As most of the implementations install the DHIS2 Android App from the Google Play store, when an update is published there the devices could be updated without the project being ready if there is no other mechanism in place to manage updates.

- **Device information:**
  
  DHIS2 implementations need to maintain an inventory of their devices in order to troubleshoot issues or to update their devices. All the MDM solutions considered include this a basic feature but it is listed here just in case a solution exists that may not include this.

- **Password enforcement:**
  
  In most (if not all) DHIS2 implementations, sensitive information is stored in the application. Therefore enforcing a password policy on the device may prevent undesired access to this data.

  Note that despite the DHIS2 Android Application allowing the possibility to set a password for access control, because the information in the device is not yet encrypted (Feb 2020) it could still be extracted by an attacker.

- **Remote wipe:**
  
  In most (if not all) DHIS2 implementations sensitive information is stored in the application. If for instance a device is lost or stolen, ensuring that it can be remotely wiped can help prevent the leakage of sensitive data.

Nice to have features and their reason:

- **Kiosk mode (AKA single app mode)**
  
  Some DHIS2 implementations might require the devices to be locked down to a single application (DHIS2 Android Capture App) without allowing the user to access any other application or settings. A kiosk policy would achieve this.

- **Phone management**
In some DHIS2 implementations it might be required to use devices with SIM cards in order to provide data connection over a mobile network (2G-5G). This might require the devices to use specific calling services in order to recharge data bundles or to limit call support, etc.

- Application/Settings restrictions

Some DHIS2 implementations might require the users to be able to use not only one but several applications (i.e. a device that needs to be used for DHIS2 and picture capturing).

- Network management

Some DHIS2 implementations might require the devices to not use the data network, or limit to specific domains (firewalling) or to always use only specific wireless networks or setting up dynamically the wireless networks, etc.

- User management

Some DHIS2 implementations might require the devices to be used by several users (even two DHIS2 users). User management functionality can increase the level of security in this scenario, as each user could have different access codes, allowing multi user accounts for DHIS2 Android Capture App (currently not natively supported), several application policies per user, etc.

### 3.1 Initial Price and Running Costs

One of the critical factors that projects will face while deciding if they want to implement an MDM is the initial price and the running costs. An MDM can bring unexpected costs so it is recommended to evaluate the need and include its costs as early as possible in the definition of the project and budget.

Most of the MDM solutions presented in the following sections include a monthly or annual running cost which might tremendously increase the cost of the project depending on the number of devices. Thus it is advise to consider some of the following tips:

1. If the project has the capacity to host the MDM solution on their servers it will generally present a better option than choosing a solution including hosting.
2. Some donors might impose choosing a specific MDM solution, if that is the case make sure that budget is allocated for future stages on the project or that the MDM can be used for free (or cheaper) with a limited set of options.
3. Most of the solutions offer different packages as a pricing model, if the solution will mainly (or only) be used to manage the DHIS2 application (installation and update) the usage will be minimal so choosing the cheapest alternative will most probably suffice.
4. Due to the nature of most of the projects (health in developing countries, NGO, education, etc) many MDM providers will probably be able to offer a discount. Negotiating before choosing a solution is highly recommended as while writing this document many providers showed interest and already offered better deals than the announced on their sites.

### 3.2 BYOD / Corporate device

Another key factor while deciding which MDM/EMM to use is to consider if the deployment will include a BYOD (Bring Your Own Device) policy or will only work with corporate devices. This might be a critical factor as most of the MDM will differentiate in policies that can be applied to these two types of devices. Many DHIS2 implementations are based on corporate-only devices, but in some implementations a mixed BYOD-Corporate or even a full BYOD device policy could be possible.
A BYOD setup implies having an MDM that allows a minimum set of policies complying with the mandatory features listed above. Depending on the MDM this might require a work profile where the DHIS2 Application should be installed. In these implementations training might be even more important in order to explain the differences between the profiles. For example, a user with the DHIS2 Application installed in their personal profile (as well as on the work profile) would add additional data security risks, because any data stored in their personal profile could not be remotely wiped if the device was lost or stolen.

A Corporate device set-up will imply having all the devices under a stricter set of policies (can vary between devices/users/locations). This is the ideal situation from the IT management perspective but will impact flexibility and costs.
4 Comparison Chart

The following chart (adapted from List of Mobile Device Management software) aims to summarize all the content in this document and can be helpful to have a quick overview. However it is recommended to go through the whole document to understand all the advantages and disadvantages of the MDM proposed here.

All the presented solutions comply with the previously defined as required features:

- Android as supported platform
- Minimum Features:
  - App management
  - Remote wipe
  - Security enforcement (min. password)
- Price is very approximate as it would depend on specific configurations.

<table>
<thead>
<tr>
<th>MDM Name (tested)</th>
<th>(C)loud / (P)remises</th>
<th>Price approx.</th>
<th>Strengths</th>
<th>Weaknesses</th>
<th>Additional Comments</th>
</tr>
</thead>
</table>
| Flyve MDM         | C / P                | - Free* (if hosted)  
                    |                      | - 350 $ / month (no limit on devices) | - Open Source  
                    |                      | - GLPI plugin | - Set of features | - If GLPI is already used this can be a really interesting option  
                    |                      |               |           |            | - Supported features might be a limitation |
| Headwind MDM      | C / P                | - Free* (if hosted)  
                    |                      | - 1990 USD / 1st year + 500 USD every other year | - Open Source  
                    |                      | - Java App (like DHIS 2) | Free version might omit some features |
| Entgra EMM        | C/P                  | - Free* (if hosted)  
                    |                      | - Price for SaaS not disclosed | - Open Source  
<pre><code>                |                      | - Java App (like DHIS2) |                   |
</code></pre>
<table>
<thead>
<tr>
<th>TinyMDM</th>
<th>C</th>
<th>22 $ / device / year.</th>
<th>- Easy to use</th>
<th>- The Android Zero configuration can help while deploying in a large number of devices. -Customer support offered discount</th>
</tr>
</thead>
<tbody>
<tr>
<td>Miradore</td>
<td>C</td>
<td>24 $ / device / year</td>
<td>- NFC and mass provision - Android Zero</td>
<td>Full potential with Samsung devices - When tested the admin console was a bit slow. - Discounts available</td>
</tr>
<tr>
<td>Scale Fusion</td>
<td>C</td>
<td>24 - 36 $ / device / year</td>
<td>- Mass provision - Android Zero - Lot of features - Remote cast - Remote support chat &amp; calls</td>
<td>Previously known as MobiLock</td>
</tr>
<tr>
<td>Manage Engine</td>
<td>C / P</td>
<td>10-24 $ / device / year - Free for &lt;25 devices</td>
<td>- Lot of features and options - Android Zero - Remote chat &amp; cast</td>
<td>The on-premises version requires Windows, this can be a strength or a weakness considering the current architecture although DHIS2 is only supported in Linux so another server would be mandatory.</td>
</tr>
</tbody>
</table>

**MDM Name (not tested)** | (C)loud / (P)remises | Price approx. | Strengths | Weaknesses | Additional Comments
--- | --- | --- | --- | --- | ---

4 Comparison Chart 3.2 BYOD / Corporate device
<table>
<thead>
<tr>
<th>Product</th>
<th>License</th>
<th>Cost</th>
<th>Features</th>
</tr>
</thead>
<tbody>
<tr>
<td>Air Watch</td>
<td>C</td>
<td>4 $ / device / month</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>BlackBerry UEM 12.12</td>
<td>C / P</td>
<td>?</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>AppTech360</td>
<td>C / P</td>
<td>2 $ / device / month</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>Hexnode</td>
<td>C / P</td>
<td>1 $ / device / month</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>Kaspersky Endpoint Security</td>
<td>C / P</td>
<td>?</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>Ivanti</td>
<td>C</td>
<td>?</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>MaaS360</td>
<td>C</td>
<td>4 $ / device / month</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>MobileIron</td>
<td>C / P</td>
<td>?</td>
<td>Complies with the required and nice to have features</td>
</tr>
<tr>
<td>Cisco Meraki Systems Manager</td>
<td>C</td>
<td>?</td>
<td>Complies with the required and nice to have features</td>
</tr>
</tbody>
</table>

Might be worth exploring if this solution is already in place for network devices.
<table>
<thead>
<tr>
<th>MDM Name (Other account managers)</th>
<th>(C)loud / (P)remises</th>
<th>Price approx.</th>
<th>Strengths</th>
<th>Weaknesses</th>
<th>Additional Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Microsoft InTune</td>
<td>C</td>
<td>6 $ / device / month</td>
<td>Robust</td>
<td>Really expensive if only as MDM</td>
<td>This is different from MDM for Office 365 which provides a smaller set of features (not including App Management). Might be the ideal solution if the project is already using Microsoft (E3 or E5) as it is included. Otherwise should probably not be considered.</td>
</tr>
<tr>
<td>Endpoint Management (Google G Suite)</td>
<td>C</td>
<td>6 - 25$ / device / month</td>
<td>- Easy to deploy - Robust</td>
<td>Really expensive if only as MDM</td>
<td>Might be the ideal solution if the project is already using Google G Suite. Otherwise should probably not be consider.</td>
</tr>
</tbody>
</table>

**Note**

Underlined MDMs have been tested with DHIS2 Android App, non-underlined have been included here based on research or usage with other App.
When used the word Free* In the costs it is not considered the running costs of an online / premises server as it is considered that this cost is already part of the DHIS2 implementation. Although it might be recommended to have the services running on different servers.
“Mobile Device Management refers to software used for the administration of mobile devices. You will need an MDM software when you have to support hundreds of devices and it becomes necessary to control the apk file distribution across the devices, provide tech support and enforce institutional policies. Most options are offered as monthly-fee services. Some free apps offer kiosk mode, but charge a monthly fee for basic remote management.”

The desirable features of an MDM software can be classified as basic and advanced. Here is a list of the desirable features:

- **Basic features:**
  - Require a screen lock password
  - Provision of authorized apps
  - Lock devices and wipe information if they're lost or stolen
  - Control the upgrade of the Android App
  - Enforce backup policies

- **Advanced features:**
  - Enforce password strength policies
  - Enforce network usage policies
  - Track device location
  - Restrict access to settings and features (example - wifi/network, screen capture)

When deciding which is the best MDM software for your needs you should try to answer the following questions:

- How many devices do I need to manage?
- How often do I have physical access to the device?
- Which features do I really need?
- Which policies do I have to implement?
- How hard will it be to install and maintain?
- How will it affect the user experience?
- Do we need to allow BYO? (Bring Your Own Device).
- How will it affect the device?
6 Annex B - MDM PoC: Flyve MDM

This annex presents the outcome of the tested MDM: https://www.flyve-mdm.com/

Flyve MDM is based on GLPI, so it needs GLPI to be working as a subsystem before Flyve MDM can be used. GLPI is an open source IT Asset Management, issue tracking system and service desk system. This software is written in PHP and distributed under the GNU General Public License.

6.1 Installation & Usage

It is easy to test on premises because they provide docker containers which allow quick testing.

A demo on the cloud version can also be requested.

GLPI might look a bit overwhelming at the beginning, but it can be a very big advantage if a solution like this is already in place.

App is available on F-Droid so can ease the installation or testing process.

The list of supported features can be found here: http://flyve.org/android-mdm-agent/howtos/policies

6.2 Issues

Does not support KIOSK mode

The MDM Dashboard is a much nicer console but still relies on GLPI underneath.

6.3 Conclusion

Might not be worth it depending on the set-up, as the MDM management console and GLPI might be overwhelming if no previous experience exists in this software. Also, KIOSK mode unavailability might be a dealbreaker.

It is Open Source so the costs can be reduced significantly if self-hosted; maybe ideal for really small implementations or to test the capabilities of an MDM before scaling up.
This annex presents the outcome of the tested MDM: https://h-mdm.com/

### 7.1 Installation & Usage

Installation is really easy as the solution provides a script to install.

A demo on the cloud version can also be requested.

The free version can be enough in certain implementations but for extended features (including Kiosk mode) the professional or extended version may be required. See [https://h-mdm.com/enterprise/](https://h-mdm.com/enterprise/) for more details.

It is a JAVA/Tomcat application which makes it ideal in terms of compatibility with DHIS2 Console:

![Headwind MDM console](image)

Phone:
7.2 Issues

No big issues found. Support was really responsive.

The free version does not include Kiosk mode.

7.3 Conclusion

Interesting Open Source solution (only the server and not the client version, though)
8 Annex D - MDM PoC: Entgra.io

This annex presents the outcome of the tested MDM: [https://entgra.io/emm](https://entgra.io/emm)

8.1 Installation & Usage

They provide docker packages for a remote deployment for testing (or even production). For this test the SaaS platform was used.

It is a JAVA/Tomcat application which makes it ideal in terms of compatibility with DHIS2

It covers the whole range of functions defined but the policy definition might be a bit overwhelming due to the amount of options.

This solution allows remote control of the device and so, the manager can see the screen of the device remotely. This might be particularly useful for training and troubleshooting.

Console

![Entgra MDM console](image1)

Phone

![Entgra MDM running on Android](image2)
8.2 Issues

Device location didn't work (it seems to be a temporary issue)

8.3 Conclusion

Worked well and support was responsive. The fact that is an Open Source Java application might make administration easier if using the premises option.
9 Annex E - MDM PoC: Miradore

This annex presents the outcome of the tested MDM: https://www.miradore.com/

9.1 Installation & Usage

No need to install as the solution is a SAAS

Quite easy and clean interface

Console:

![Miradore MDM console](image)

Phone

![Miradore MDM running on Android](image)

9.2 Issues

In normal mode (BYOD), whenever the MDM manager sends a request the person in charge of the device needs to approve them i.e installation of an App. Thus, the remote management is somehow limited.
9.3 Conclusion

This solution was implemented in Ghana (DHIS2 deployment by the Ministry of Health with ~2700 devices) and ran successfully for several months. However, due to the high costs it was later migrated from the business to the free version.
10 Annex F - MDM PoC: Manage Engine MDM Plus

This annex presents the outcome of the tested MDM: https://www.manageengine.com/mobile-device-management/

10.1 Installation & Usage

No installation as is a cloud service.

Easy to enroll devices.

This solution allows remote calls and remote control of the device and so, the manager can communicate using VoIP and see the screen of the device remotely. This might be particularly useful for training and troubleshooting.

Console:

![Manage Engine Plus MDM console](image1)

Phone

![Manage Engine Plus MDM running on Android](image2)
10.2 Issues

Could not upload files nor Apps during the test. Seems to be a temporary issue.

10.3 Conclusion

Worked really well.
11 Annex G - MDM PoC: Scale Fusion (MobiLock)

This annex presents the outcome of the tested MDM: https://scalefusion.com/

11.1 Installation & Usage

No installation as the cloud solution was tested.

Lots of options, maybe too many that might get you lost at the beginning.

The enrollment of the agents was really easy although encryption was mandatory for the Kiosk mode.

This solution allows remote calls and remote control of the device and so, the manager can communicate using VoIP and see the screen of the device remotely. This might be particularly useful for training and troubleshooting.

Console:

Scale Fusion MDM console

Phone (Normal Vs Kiosk):
11.2 Issues

Mandatory encryption for Kiosk devices (make it slow)

11.3 Conclusion

Nice solution, worked well and can be fully customized.